
               



Center of Excellence 

(CoE) Program

RSM US-El Salvador

February 22nd 2025



Welcome! We are so glad to 

have you here with us today



               

FUSADES



Agenda

8:00AM

8:30AM

9:30AM

10:00AM

Registration and Sign up

Trainee Program Open House

Q&A and Participation Agreement

Networking 

RS

M | 



               



               

Center of Excellence (CoE)

Empowering exceptional talent and transforming our local 

communities.

Vision

Mission

Cultivate exceptional talent within our local communities 

by providing comprehensive skills development, 

mentorship, and a clear career path. Through learning 

opportunities, early access internships, and a support 

network, we aim to create sustainable, long-term careers 

for students and recent graduates. Our goal is to position 

RSM US-El Salvador as the employer of choice for 

talented individuals seeking a rewarding professional 

journey in a global landscape.



               



               

Our Offering

✓ Community Support

We are committed to supporting our local communities by 

providing valuable learning and mentorship opportunities.

✓ Early Access Programs

Exceptional students and recent graduates will have early 

access to our trainee programs and internship 

experiences, which may lead to full-time employment 

opportunities.

✓ Long-term Career Path

We offer a stable, sustainable, and rewarding long-term 

career that supports professional growth and success.



               

Center of Excellence Journey

High-performing
student in 4th year

and above

Trainee Program

• Registration in 
November 2024-
January 2025

• Participation from
February to May 2025

Internship

• Application and 
selection for a 3-6 
month internship.

Full-time 
employment

• Application and 
selection of interns for a 
full-time opportunity
upon completion of the
internship.
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Career Paths
Courses start on March 1st and finish on May 3rd.  Graduation planned on May 17th 

Dive into the world of 

cybersecurity, gaining insights 

into essential skills to work in a 

Security Operations Center 

(SOC) and other roles within the 

field that are currently being 

required in the market. 

Security Operations 

Center (SOC)

Manage access controls and 
protect user identities with 
advanced authentication 

methods. This field focus on the 
creation, management, and use 

of digital identities.

Digital Identity and 

Access Management

Develop and enforce cybersecurity 

polices to ensure regulatory 

compliance and risk mitigation. You 

will learn assessing risks, defining 

security controls and establishing 

governance frameworks to manage 

and mitigate cybersecurity threats..

Cyber Strategy and Controls: 

Compliance & Governance

Uncover vulnerabilities through 

rigorous testing. In this field 

experts simulate cyber-attacks 

on a system. This helps in 

fortifying security measures, 

enhancing the robustness of 

defenses.

Cyber Testing (Pentesting)

Rapidly respond to incidents and 

conduct thorough forensic analysis. 

This domain focuses on the rapid 

detection and response to 

cybersecurity incidents.  It involves 

investigating breaches, identifying 

causes and extent of damage, 

developing strategies t recover from 

attacks..

.

Cyber Response and 

Forensics

Immerse yourself in hands-on 

accounting processes, including 

accounts payable (AP), client 

accounting services (CAS), and 

core accounting skills in GAAP 

and ERP systems—all while 

focusing on how to be client-

centric.

Accounting

Explore Business Applications 

Solutions, immersing yourself in 

the essential foundations of 

programming, refining your 

coding expertise.

Application Software 

Development

Step into the world of quality 

assurance and data 

analytics, learning about 

processes and tools, 

including automation and BI.

Quality Assurance & Data 

Analytics
Dive into the field of IT support 

to anchor your understanding 

of the key elements of modern 

computers. Delve into the 

pivotal role of IT support in 

organizations. 

IT Support



               

The platform we will be using is Moodle 
All participants will be receiving their users via e-mail

For communication 

purposes 

WA communities is 

available

You will receive your QR 

code to join from your 

path leader!



               

Location for in person sessions

Cafeteria

Democracia 1 & 2 Liderazgo

Bulevar Santa Elena, Edificio FUSADES. Distrito de Antiguo Cuscatlán, La 

Libertad Este. El Salvador. Bus rute 34 and 44

Solidaridad

Integridad & Transparencia

Parking Terraces

Vending M



               



Career Paths



               

Minimum requirements for all paths

• Personal Computer:
• Processor: Intel Core i5 (11th Gen or newer) / AMD Ryzen 5 (5000 series or newer).

• RAM: 8GB (minimum), 16GB (recommended for better multitasking).

• Storage: 256GB.

• GPU: No dedicated GPU needed.

• Webcam: 720p or 1080p built-in webcam.

• Internet Connection: 25 Mbps minimum.

• If Virtual: Cameras must be on at all times. Be present, ask questions, and 

participate!

• If In-Person: Be present, ask questions, and actively engage in the session.

• Attendance Policy: Attendance is required. You may miss only two 

Saturdays. If you cannot attend, please notify in advance.



               

Security Operations Center

Dive into the world of cybersecurity, gaining insights into essential 

skills to work in a Security Operations Center (SOC) and other 

roles within the field that are currently being required in the 

market. 



               

Schedule – Security Operations Center
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ 

Enrolled

Group 1 1-Mar Security Operations Center (SOC) 9:45 AM-11:15 AM 1.5
Introduction to Security Operations Center

S01
In person 

presentation
36/25

Group 1 8-Mar Security Operations Center (SOC) 8:00 AM-8:45 AM 0.75 Panel: The journey ahead S02 Hybrid

Group 1 8-Mar Security Operations Center (SOC) 1:00 PM – 4:00 PM 3.0 [WORKSHOP] Introduction to Offensive Security S02
In person 

Workshop
36/25

Group 1 15-Mar Security Operations Center (SOC) 8:00 AM-10:00 AM 2.0
Introduction to Vulnerability Analysis (2h): 

S03 Virtual 36/25

Group 1 22-Mar Security Operations Center (SOC) 8:00 AM-11:00 AM 3.0
[WORKSHOP] Detecting and analyzing common tactics 

and techniques used by attackers (3h): S04
In person 

Workshop
36/25

Group 1 29-Mar Security Operations Center (SOC) 10:15 AM-12:15 PM 2.0
[WORKSHOP] Introduction to Incident Response (2h):

S05
In person 

Workshop
36/25

Group 1 5-Apr Security Operations Center (SOC) 8:00 AM-10:00 AM 2.0
[WORKSHOP] Introduction to Threat Hunting (2h): 

S06
In person 

Workshop
36/25

Group 1 12-Apr Security Operations Center (SOC) 8:00 AM-11:00 AM 3.0
[WORKSHOP] Security Information and Event 

Management (3h): S07
In person 

Workshop
36/25

Group 1 26-Apr Security Operations Center (SOC) 8:00 AM-9:30 AM 1.5
A day in the life of a Cybersecurity Analyst (1.5h)

S08 Virtual 36/25

Group 1 3-May Security Operations Center (SOC) 8:00-12:00 PM 4
CTF (Capture the Flag) 

Final Assessment 
In person 

presentation
36/25

23 hours of full excitement with leaders in Security Operations! 

The expectation is to have 10 more students on this path. 

Did you like what you hear?  Interested in this path?
 If you would like to switch to this path, please let us know.  We have 10 available spots.



               

Digital Identity and Access 

Management
Manage access controls and protect user identities with 

advanced authentication methods. This field focus on the 

creation, management, and use of digital identities.



               

Schedule – Digital Identity and Access Management
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ 

Enrolled

Group 2 1-Mar Digital Identity and Access Management
8:00 AM-10:00 AM

2.0 Introduction to Digital Identity S01
In person 

presentation
24/18

Group 2 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The journey ahead S02 Hybrid 24/18

Group 2 8-Mar Digital Identity and Access Management 10:00 AM-12:00 PM 2.0
Authentication and Authorization (2h): 

S02 Virtual 24/18

Group 2 15-Mar Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
Identity Governance and Administration (2h): 

S03 Virtual 24/18

Group 2 22-Mar Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
[WORKSHOP] Privileged Access Management (2h): 

S04
In person 

Workshop
24/18

Group 2 29-Mar Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
[WORKSHOP] Customer IAM (CIAM) (2h):

S05 Virtual 24/18

Group 2 5-Apr Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
[WORKSHOP] Business Analysis in Digital Identity 

(2h): S06 Virtual 24/18

Group 2 12-Apr Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
A day in the life of an IAM Consultant (2h):

S07 Virtual 24/18

Group 2 26-Apr Digital Identity and Access Management 8:00 AM-10:00 AM 2.0
Tying it all together (2h): 

S08 Virtual 24/18

Group 2 3-May Digital Identity and Access Management 1:00 PM-5:00 PM 4.0
Capstone

Final Assessment 
In person 

presentation
24/18

21 hours of full excitement with leaders in Digital Identity World! 

The expectation is to have 6 more students on this path. 

Did you like what you hear?  Interested in this path?
 If you would like to switch to this path, please let us know.  We have 6 available spots.



               

Cyber Strategy and Controls

Develop and enforce cybersecurity polices to ensure regulatory 

compliance and risk mitigation. You will learn assessing risks, 

defining security controls and establishing governance 

frameworks to manage and mitigate cybersecurity threats.

• Work on real-life governance, risk, and compliance scenarios.

• Learn how to assess security postures and design robust 

control systems.

• Gain mentorship from seasoned cyber strategists and GRC 

professionals.

• Play a pivotal role in helping organizations stay ahead of 

threats while meeting compliance standards. 



               

Schedule – Cyber Strategy and Control
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ 

Enrolled

Group 3 1-Mar
Cyber Strategy and Controls: 

Compliance & Governance
10:15 AM-11:45 AM

1.5
Introduction to Risk Management and Compliance

S01
In person 

presentation
8/12

Group 3 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The journey ahead S02 Hybrid

Group 3 8-Mar
Cyber Strategy and Controls: 

Compliance & Governance
9:00 AM-12:00 PM 3.0

Client Interactions (3h)

-
S02

In person 

presentation
8/12

Group 3 15-Mar
Cyber Strategy and Controls: 

Compliance & Governance
8:00 AM-10:00 AM 2.0

Network security and data protection 
S03 Virtual 8/12

Group 3 22-Mar
Cyber Strategy and Controls: 

Compliance & Governance
8:00 AM-10:00 AM 2.0 Who is serving your client? S04 Virtual 8/12

Group 3 29-Mar
Cyber Strategy and Controls: 

Compliance & Governance
8:00 AM-10:30 AM 2.5

[Presentation/Workshop] Somethings wrong, what do we do now? 
S05

In person 

presentation
8/12

Group 3 5-Apr
Cyber Strategy and Controls: 

Compliance & Governance
10:00 AM-12:30 PM

2.5
Who's in your client's environment? 

S06 Virtual 8/12

Group 3 12-Apr
Cyber Strategy and Controls: 

Compliance & Governance
8:00 AM-10:30 AM 2.5

Check your work: Penetration testing and vulnerability management 

fundamentals
S07

In person 

presentation
8/12

Group 3 26-Apr
Cyber Strategy and Controls: 

Compliance & Governance
9:00 AM-11:00 AM

2.0
Securing the code: A Journey through the development lifecycle 

(2h) S08 Virtual 8/12

Group 3 3-May
Cyber Strategy and Controls: 

Compliance & Governance
8:00 AM-9:30 AM 1.5

[Presentation/Workshop] Introduction to Field guide 
S09

In person 

presentation
8/12

20 hours of full excitement with leaders in Cyber Strategy! 



               

Cyber Testing (Pentesting)

Uncover vulnerabilities through rigorous testing. In this field 

experts simulate cyber-attacks on a system. This helps in 

fortifying security measures, enhancing the robustness of 

defenses.



               

Schedule – Cyber Testing (Pentesting)
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 4 1-Mar Cyber Testing (Pentesting)
9:45 AM-11:15 AM

1.5 Introduction to Offensive Security S01
In person 

presentation
30/46

Group 4 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The journey ahead S02 Hybrid 30/46

Group 4 8-Mar Cyber Testing (Pentesting) 1:00 PM-3:00 PM 2.0 [Workshop ] Vulnerability Analysis S02
In person 

presentation
30/46

Group 4 15-Mar Cyber Testing (Pentesting) 8:00 AM-11:00 AM 3.0 [Workshop] Intro to Network Penetration Testing S03
In person 

presentation
30/46

Group 4 22-Mar Cyber Testing (Pentesting) 8:00 AM-11:00 AM 3.0
[Workshop] Intro to Application Penetration 

Testing
S04

In person 

presentation
30/46

Group 4 29-Mar Cyber Testing (Pentesting) 10:15 AM-12:15 PM 2.0 [Workshop] Intro to Social Engineering S05
In person 

presentation
30/46

Group 4 5-Apr Cyber Testing (Pentesting)
8:00 AM -10:00 AM

2.0 [Workshop] Intro to Physical Security Testing S06
In person 

presentation
30/46

Group 4 12-Apr Cyber Testing (Pentesting) 8:00 AM -10:00 AM 3 [Presentation] Intro to Adversarial Emulation S07 Virtual 30/46

Group 4 26-Apr Cyber Testing (Pentesting) 8:00 AM-9:30 AM 1.5
A day in the life of an offensive security 

professional
S08 Virtual 30/46

Group 4 3-May Cyber Testing (Pentesting) 1:00PM – 5:00PM 4
CTF (Capture the Flag)

S09
In person 

presentation
30/46

23 hours of full excitement with leaders in Cyber Testing! 



               

Cyber Response and 

Forensics
Rapidly respond to incidents and conduct thorough forensic 

analysis. This domain focuses on the rapid detection and 

response to cybersecurity incidents.  It involves investigating 

breaches, identifying causes and extent of damage, developing 

strategies and recover from attacks.



               

Schedule – Cyber response and Forensics
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Group # Date Path Schedule

Time 

Commitment (In 

Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 5 1-Mar
Cyber Response and 

forensics
10:15 AM-12:15 

PM
2.0

Introduction to Cyber Response & Incident Response
S01

In person 

presentation
12/14

Group 5 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The Journey Ahead S02 Hybrid 12/14

Group 5 8-Mar
Cyber Response and 

forensics
9:00 AM-11:00 AM 2.0

Techniques in Digital Forensics
S02

In person 

presentation
12/14

Group 5 15-Mar
Cyber Response and 

forensics
8:00 AM -10:00 

AM
2.0

Business Email Compromise (BEC) - Pt 1
S03 Virtual 12/14

Group 5 22-Mar
Cyber Response and 

forensics
10:15 AM-12:15 

PM
2.0

Business Email Compromise (BEC) - Pt 2
S04

In person 

presentation
12/14

Group 5 29-Mar
Cyber Response and 

forensics
8:00 AM -10:00 

AM
2.0

Business Email Compromise (BEC) - Pt 3
S05 Virtual 12/14

Group 5 5-Apr
Cyber Response and 

forensics
8:00 AM -10:00 

AM
2.0

Incident Handling Techniques 
S06

Virtual
12/14

Group 5 12-Apr
Cyber Response and 

forensics
8:00 AM-10:00 AM 2.0

Incident Response Planning
S07 Virtual 12/14

Group 5 26-Apr
Cyber Response and 

forensics
8:00 AM-10:00 AM 2.0

IR Tabletop Exercises 
S08

In person 

presentation
12/14

Group 5 3-May
Cyber Response and 

forensics
10:00 AM - 12:00 

PM
4

Written Test 

IR Tabletop Event S09
In person 

presentation
12/14

21 hours of full excitement with leaders in Cyber Response! 



Internal Only

               

Accounting

Start your career with hands-on accounting experience —

Learn the essentials, including managing accounts payable, 

month-end close activities, client accounting services, and 

accounting software. A great fit for anyone looking to gain 

practical skills and excel in the accounting field.



Internal Only

               

Schedule - Accounting
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 6 1-Mar Accounting 8:00 AM-10:00 AM 2.0
Introduction to Accounts Payable:

S01
In person 

presentation
6/4

Group 6 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The Journey Ahead S02 Hybrid 6/4

Group 6 8-Mar Accounting 9:00 AM-11:00 AM 2.0 Accounts Payable: S02
In person 

presentation
6/4

Group 6 15-Mar Accounting 8:00 AM-10:00 AM 2.0 Month-End Close Activities, part 1: S03
In person 

presentation
6/4

Group 6 22-Mar Accounting 8:00 AM-10:00 AM 2.0
Month-End Close Activities, part 2:

S04
In person 

presentation
6/4

Group 6 29-Mar Accounting 8:00 AM-10:00 AM 2.0
Month-End Close Activities, part 3:

S05
In person 

presentation
6/4

Group 6 5-Apr Accounting 8:00 AM-10:00 AM 2.0
Grant accounting, part 1:

S06
In person 

presentation
6/4

Group 6 12-Apr Accounting 8:00 AM-10:00 AM 2.0
Grant Accounting, part 2: 

S07
In person 

presentation
6/4

Group 6 26-Apr Accounting 8:00 AM-10:00 AM 2.0
Final Assessment - Part 1

S08
In person 

presentation
6/4

Group 6 3-May Accounting 1:00 PM-3:00 PM 2.0
Final Assessment - Part 2 

S09
In person 

presentation
6/4

19 hours of full excitement with leaders in Finance and Accounting



Internal Only

               

Application Software 

Development
Create the software of the future –This path covers the basics of 

programming and lets you strengthen your coding skills as you 

work on real-world applications. Ideal for those eager to build 

their tech skills and make a lasting impact in software 

development.



Internal Only

               

Schedule – Application Software Development
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 7 1-Mar
Application Software 

Development
8:00 AM- 9:30 AM 1.5

Introduction to Business Applications, Software 

Development, and Quality Assurance
S01

In person 

presentation
30/45

Group 7 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The Journey ahead S02 Hybrid 30/45

Group 7 8-Mar
Application Software 

Development
9:15 AM-12:45 PM 3.5 [WORKSHOP] Coding Basics S02

In person 

presentation
30/45

Group 7 15-Mar
Application Software 

Development
8:00 AM-11:00 AM 3.0

[WORKSHOP] Database Fundamentals 
S03

In person 

presentation
30/45

Group 7 22-Mar
Application Software 

Development
8:30 AM-10:00 AM 1.5

DevOps
S04 Virtual 30/45

Group 7 29-Mar
Application Software 

Development
8:00 AM-10:00 AM 2.0

[WORKSHOP] GitHub Copilot
S05

In person 

presentation
30/45

Group 7 5-Apr
Application Software 

Development
10:15 AM-1:15 PM 3.0 [WORKSHOP] Enterprise Integrations S06

In person 

presentation
30/45

Group 7 12-Apr
Application Software 

Development
11:15 AM-2:15 PM 2.0 [WORKSHOP] Low-Code Platforms S07

In person 

presentation
30/45

Group 7 26-Apr
Application Software 

Development
8:00 AM-10:00 AM 2.0

Final Assessment - Part 1
S08

In person 

presentation
30/45

Group 7 3-May
Application Software 

Development
8:00 AM – 12:00 

PM
4.0

Final Assessment - Part 2
S09

In person 

presentation
30/45

23 hours of full excitement with leaders in App Dev



               

Quality Assurance and Data 

Analytics
Ensure quality and turn data into insights —

In this path, you’ll learn how to test software, automate 

processes, and analyze data for smarter decision-making. If you 

enjoy problem-solving and value precision, this path is a great fit.



               

Schedule – Quality Assurance and Data Analytics

RSM | 33

Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 8 1-Mar
Quality Assurance and Data 

Analytics
8:00 AM- 9:30 AM 1.5

Introduction to Business Applications, Software 

Development, and Quality Assurance
S01

In person 

presentation
12/34

Group 8 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel: The Journey ahead S02 Hybrid 12/34

Group 8 8-Mar
Quality Assurance and Data 

Analytics
9:15 AM-11:45 PM 2.5 Test Planning and Design S02

In person 

presentation
12/34

Group 8 15-Mar
Quality Assurance and Data 

Analytics
11:15 AM -1:15 PM 2 QA Best Practices and techniques S03

In person 

presentation
12/34

Group 8 22-Mar
Quality Assurance and Data 

Analytics
11:15 AM – 1:45 PM 2.5 [Workshop] Automation Basics S04

In person 

presentation
12/34

Group 8 29-Mar
Quality Assurance and Data 

Analytics
8:00 AM-10:00 AM 2.0 Automation Advanced S05

In person 

presentation
12/34

Group 8 5-Apr
Quality Assurance and Data 

Analytics
10:15 AM-12:15 PM 2 Intro to Data Analytics S06

In person 

presentation
12/34

Group 8 12-Apr
Quality Assurance and Data 

Analytics
8:00 AM-10:00 AM 2.0

Understanding Data, SQL for Daya Analytics
S07

In person 

presentation
12/34

Group 8 26-Apr
Quality Assurance and Data 

Analytics
8:00 AM-10:00 AM 2.0

Business Intelligence: data collection, analysis, 

visualization S08
In person 

presentation
12/34

Group 8 3-May
Quality Assurance and Data 

Analytics
1:00 PM-5:00 PM 4.0

Final Assessment
S09

In person 

presentation
12/34

22 hours of full excitement with leaders in QA and Data Analysis



               

IT Support

Become the tech support professional organizations depend on 

Gain practical IT skills to troubleshoot and maintain essential 

systems. This path is your first step to becoming a proficient and 

versatile IT support professional at RSM, ready to tackle the 

challenges of the ever-evolving tech world.



               

Schedule – IT Support
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Group # Date Path Schedule

Time 

Commitment 

(In Hours)

Session Session #
Class 

modality

Students  

Expected/ Enrolled

Group 9 1-Mar IT Support 8:00 AM- 10:00 AM 2.0 Introduction to IT Support S01
In person 

presentation
15/5

Group 9 8-Mar All Paths 8:00 AM-8:45 AM 0.75 Panel : The Journey Ahead S02 Hybrid 15/5

Group 9 8-Mar IT Support 11:15 AM-1:15 PM 2.0 Operating Systems and Software Management S02 Virtual 15/5

Group 9 15-Mar IT Support 8:00 AM-10:00 AM 2.0 Networking Fundamentals S03
In person 

presentation
15/5

Group 9 22-Mar IT Support 8:00 AM-10:30 AM 2.5 [WORKSHOP] Applying IT Support, part 1 S04 In Person 15/5

Group 9 29-Mar IT Support 10:15 AM-12:15 PM 2.0 Customer Support Skills, Procedures and Tools S05 Virtual 15/5

Group 9 5-Apr IT Support 8:00 AM-10:00 AM 2.0 Security and Data Protection S06
In person 

presentation
15/5

Group 9 12-Apr IT Support 8:00 AM-10:30 AM 2.5 [WORKSHOP] Applying IT Support, part 2 S07
In person 

presentation
15/5

Group 9 26-Apr IT Support 10:15 AM-11:15 PM 1.0 A day in the life of an IT Support Analyst S08 Virtual 15/5

Group 9 3-May IT Support 8:00 AM – 12:00 PM 4.0 Final Assessment S09
In person 

presentation
15/5

21 hours of full excitement with leaders in IT 

Did you like what you hear?  Interested in this path?



               

Agreements and diploma requirements

What you get What you invest

• Professional development 

opportunities

• Learning sessions with expert 

professionals

• A supportive learning 

environment

• Commitment

• Effort and dedication

• Participation in at least seven 

sessions, including evaluations

This is how you will thrive in the Trainee Program!



               

Thank you



Thank you
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